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	Reason for change:
	SA6 LS (S2-2004784 = S6-200947) on IP address to GPSI translation asking:
1. SA6 Question: Does the core network provide an API to translate a UE's IP address (private and public) to its GPSI, and if not, would it be feasible to provide such functionality in Rel-17 in order to address the SA6 requirement for UE IP address translation? 
2. SA6 Question: is it feasible to provide application-specific GPSIs, to ensure that a single GPSI can not be used to track an end user's activity across applications (EASs), to protect end user privacy? 
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FIRST CHANGE
[bookmark: _Toc20150020][bookmark: _Toc27846819][bookmark: _Toc36187950][bookmark: _Toc45183854]5.20	External Exposure of Network Capability
The Network Exposure Function (NEF) supports external exposure of capabilities of network functions. External exposure can be categorized as Monitoring capability, Provisioning capability, Policy/Charging capability and Analytics reporting capability. The Monitoring capability is for monitoring of specific event for UE in 5G System and making such monitoring events information available for external exposure via the NEF. The Provisioning capability is for allowing external party to provision of information which can be used for the UE in 5G System. The Policy/Charging capability is for handling QoS and charging policy for the UE based on the request from external party. The Analytics reporting capability is for allowing an external party to fetch or subscribe/unsubscribe to analytics information generated by 5G System.
Monitoring capability is comprised of means that allow the identification of the 5G network function suitable for configuring the specific monitoring events, detect the monitoring event, and report the monitoring event to the authorised external party. Monitoring capability can be used for exposing UE's mobility management context such as UE location, reachability, roaming status, and loss of connectivity. AMF stores URRP-AMF information in the MM context to determine the NFs that are authorised to receive direct notifications from the AMF. UDM stores URRP-AMF information locally to determine authorised monitoring requests when forwarding indirect notifications.
Provisioning capability allows an external party to provision the Expected UE Behaviour or the 5GLAN group information or service specific information to 5G NF via the NEF. The provisioning comprises of the authorisation of the provisioning external third party, receiving the provisioned external information via the NEF, storing the information, and distributing that information among those NFs that use it. The externally provisioned data can be consumed by different NFs, depending on the data. In the case of provisioning the Expected UE Behaviour, the externally provisioned information which is defined as the Expected UE Behaviour parameters in TS 23.502 [3] clause 4.15.6.3 or Network Control parameter TS 23.502 [3] clause 4.15.6.3a consists of information on expected UE movement, Expected UE Behaviour parameters or expected Network Configuration parameter. The provisioned Expected UE Behaviour parameters may be used for the setting of mobility management or session management parameters of the UE. In the case of provisioning the 5GLAN group information the externally provisioned information is defined as the 5GLAN group parameters in TS 23.502 [3] clause 4.15.6.7, and it consists of some information on the 5GLAN group. The affected NFs are informed via the subscriber data update as specified in TS 23.502 [3] clause 4.15.6.2. The externally provisioned information which is defined as the Service Parameters in clause 4.15.6.7 of TS 23.502 [3] consists of service specific information used for supporting the specific service in 5G system. The provisioned Service Parameters may be delivered to the UEs. The affected NFs are informed of the data update.
Policy/Charging capability is comprised of means that allow the request for session and charging policy, enforce QoS policy, and apply accounting functionality. It can be used for specific QoS/priority handling for the session of the UE, and for setting applicable charging party or charging rate.
Analytics reporting capability is comprised of means that allow discovery of type of analytics that can be consumed by external party, the request for consumption of analytics information generated by NWDAF.
An NEF may support CAPIF functions for external exposure as specified in clause 6.2.5.1.
An NEF may support exposure of NWDAF analytics as specified in TS 23.288 [86].
[bookmark: _Hlk46769812]An AF may only be able to identify the UE target of an AF request for Data Provisioning or for Event Exposure about a UE by providing IP addressing information (IP address and port information) about this UE. In this case the 5GC first needs to retrieve the Permanent identifier of the UE before trying to fulfil the AF request.  The 5GC may to retrieve the Permanent identifier of the UE based on:
· the IP addressing information (IP address and port information) of the UE as provided by the AF: this may correspond to an UE IP address as allocated by 5GC or to an IP address (and port) that has been NATed (Network and Port Address Translation) by an entity controlled by the 5GC operator. In the latter case the 5GC (NEF) needs to first get from the NATF (5GC NF that has carried out NAT at the user plane) the translation back from the IP addressing information provided by the AF to the IP address that the 5GC has allocated to the UE.
· the corresponding DNN and/or S-NSSAI information: this may have been provided by the AF or determined by the NEF using the identity of the AF;
NOTE:	When the AF has been triggered by an application running on an Edge Application Server that only identifies an UE by its IP addressing information, the AF is only be able to identify the UE by providing IP addressing information for this UE;
The 5GC (NEF) may provide a GPSI value to an AF 
· that has explicitly requested a translation from IP addressing information (IP address and port information) of the UE to a GPSI or 
· that has implicitly requested a translation from IP addressing information of the UE to a GPSI by requesting data provisioning or information retrieval about an individual UE identified by IP addressing information
The GPSI value provided to the AF does not allow to track an end user's activity across applications (EASs). This is to protect end user privacy.

NEXT CHANGE (2)

[bookmark: _Toc27846989][bookmark: _Toc36188120][bookmark: _Toc45184027][bookmark: _Toc47342869]6	Network Functions
[bookmark: _Toc20150184][bookmark: _Toc27846992][bookmark: _Toc36188123][bookmark: _Toc45184030][bookmark: _Toc47342872]6.2.X	NATF
The NATF NF supports:
· NA(P)T (network address and port translation) in the user plane,
· A service providing the reverse translation from the UE IP address and port provided as input in the service request into the corresponding IP address as allocated by the 5GC to the UE
[bookmark: _GoBack]The NATF registers in the NRF the (public) IP address ranges it owns and its reverse translation service may be discovered by using a NRF lookup about a public IP address. 
NEXT CHANGE (3)



NEXT CHANGE (4)




NEXT CHANGE (5)



END OF CHANGES


 


 


SA WG2 Meeting #1


40


e


 


S2


-


200


4841


 


Aug 19


th


 


–


 


Sept 1


st


, 2020 ; Elbonia


        


 


 


                


 


 


 


 


 


(revision of S2


-


200


4841


)


 


CR


-


Form


-


v12.0


 


CHANGE REQUEST


 


 


 


23.


50


1


 


CR


 


2385


 


rev


 


-


 


Current version:


 


16.


5


.


1


 


 


 


 


For 


HELP


 


on using this form


: c


omprehensive instructions can be found at 


 


http://www.3gpp.org/Change


-


Requests


.


 


 


 


Proposed change affects:


 


UICC apps


 


 


ME


 


 


Radio Access Network


 


 


Core Network


 


X


 


 


 


Title:


 


 


Support of the mapping from IP addressing information provided to an AF to 


the user 


identity


 


 


 


Source to WG:


 


Nokia, Nokia Shanghai Bell


 


Source to TSG:


 


S2


 


 


 


Work item code:


 


EDGEAPP


 


 


Date:


 


20


20


-


0


8


-


04


 


 


 


 


 


 


Category:


 


B


 


 


Release:


 


Rel


-


1


7


 


 


Use 


one


 


of the following categories:


 


F


  


(correction)


 


A


  


(mirror corresponding to a change in an earlier 


release)


 


B


  


(addition of feature), 


 


C


  


(functional modification of feature)


 


D


  


(editorial modification)


 


Detailed explanations of the above categories can


 


be found in 3GPP 


TR 21.900


.


 


Use 


one


 


of the following releases:


 


Rel


-


8


 


(Release 8)


 


Rel


-


9


 


(Release 9)


 


Rel


-


10


 


(Release 10)


 


Rel


-


11


 


(Release 11)


 


Rel


-


12


 


(Release 12)


 


Rel


-


13


 


(Release 13)


 


Rel


-


14


 


(Release 14)


 


Rel


-


15


 


(Release 15)


 


Rel


-


16


 


(Release 16)


 


 


 


Reason for change:


 


SA6 


LS 


(


S2


-


2004


784 = 


S6


-


200947


) 


on 


IP address to GPSI translation 


asking


:


 


1.


 


SA6 Question


: Does the core network provide an API to translate a UE's 


IP address (private and public) to its GPSI, and if not, would it be feasible 


to provide su


ch functionality in Rel


-


17 in order to address the SA6 


requirement for UE IP address translation? 


 


2.


 


SA6 Question


: is it feasible to provide application


-


specific GPSIs, to 


ensure that a single GPSI can not be used to track an end user's activity 


across applications (EASs), to protect end user privacy? 


 


 


 


Summary of change:


 


An


 


AF 


may only be 


able to 


identify 


an UE


 


target 


of an


 


AF request


 


for


 


data 


provisioning 


or for 


Event exposure (


information


 


retrieval


 


about a UE


)


 


by 


providing IP addressing information (IP address and port information) 


about 


this UE. In this case 


the 5GC first needs to retrieve the


 


Permanent identifier 


of the UE based on 


such 


IP addressing information (IP address and port 


information)


 


The IP addressing information (IP address and port information) of the UE


 


that is provided by the AF


 


may correspond to an UE IP address as allocated 


by 5GC or to an IP address 


that has been NATed (Network and Port Address 


Translation) by an entity controlled by the 5GC operator.


 


I


n 


th


e latter 


case the 


5GC needs to first get from the NATF (


new 


5GC NF


 


that has carried ou


t NAT 


at the user plane


) the translation back from the IP addressing information 


provided by the AF to the IP 


address that the 5GC has allocated to the UE;


 


 


The 5GC may provide a GPSI value to an AF


. 


 


The GPSI value provided to the AF does not allow 


to track an end user's 


activity across applications (EASs).


 


This is to protect end user privacy.


 


 


 


 




    SA WG2 Meeting #1 40 e   S2 - 200 4841   Aug 19 th   –   Sept 1 st , 2020 ; Elbonia                                         (revision of S2 - 200 4841 )  

CR - Form - v12.0  

CHANGE REQUEST  

 

 23. 50 1  CR  2385  rev  -  Current version:  16. 5 . 1   

 

 

For  HELP   on using this form : c omprehensive instructions can be found at    http://www.3gpp.org/Change - Requests .  

 

 

Proposed change affects:  UICC apps   ME   Radio Access Network   Core Network  X  

 

 

Title:    Support of the mapping from IP addressing information provided to an AF to  the user  identity  

  

Source to WG:  Nokia, Nokia Shanghai Bell  

Source to TSG:  S2  

  

Work item code:  EDGEAPP   Date:  20 20 - 0 8 - 04  

     

Category:  B   Release:  Rel - 1 7  

 Use  one   of the following categories:   F    (correction)   A    (mirror corresponding to a change in an earlier  release)   B    (addition of feature),    C    (functional modification of feature)   D    (editorial modification)   Detailed explanations of the above categories can   be found in 3GPP  TR 21.900 .  Use  one   of the following releases:   Rel - 8   (Release 8)   Rel - 9   (Release 9)   Rel - 10   (Release 10)   Rel - 11   (Release 11)   Rel - 12   (Release 12)   Rel - 13   (Release 13)   Rel - 14   (Release 14)   Rel - 15   (Release 15)   Rel - 16   (Release 16)  

  

Reason for change:  SA6  LS  ( S2 - 2004 784 =  S6 - 200947 )  on  IP address to GPSI translation  asking :   1.   SA6 Question : Does the core network provide an API to translate a UE's  IP address (private and public) to its GPSI, and if not, would it be feasible  to provide su ch functionality in Rel - 17 in order to address the SA6  requirement for UE IP address translation?    2.   SA6 Question : is it feasible to provide application - specific GPSIs, to  ensure that a single GPSI can not be used to track an end user's activity  across applications (EASs), to protect end user privacy?   

  

Summary of change:  An   AF  may only be  able to  identify  an UE   target  of an   AF request   for   data  provisioning  or for  Event exposure ( information   retrieval   about a UE )   by  providing IP addressing information (IP address and port information)  about  this UE. In this case  the 5GC first needs to retrieve the   Permanent identifier  of the UE based on  such  IP addressing information (IP address and port  information)   The IP addressing information (IP address and port information) of the UE   that is provided by the AF   may correspond to an UE IP address as allocated  by 5GC or to an IP address  that has been NATed (Network and Port Address  Translation) by an entity controlled by the 5GC operator.   I n  th e latter  case the  5GC needs to first get from the NATF ( new  5GC NF   that has carried ou t NAT  at the user plane ) the translation back from the IP addressing information  provided by the AF to the IP  address that the 5GC has allocated to the UE;     The 5GC may provide a GPSI value to an AF .    The GPSI value provided to the AF does not allow  to track an end user's  activity across applications (EASs).   This is to protect end user privacy.    

  

